**Activity Overview**
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In this activity, you will analyze DNS and ICMP traffic in transit using data from a network protocol analyzer tool. You will identify which network protocol was utilized in assessment of the cybersecurity incident.

In the internet layer of the TCP/IP model, the IP formats data packets into IP datagrams. The information provided in the datagram of an IP packet can provide security analysts with insight into suspicious data packets in transit.

Knowing how to identify potentially malicious traffic on a network can help cybersecurity analysts assess security risks on a network and reinforce network security.

Be sure to complete this activity before moving on. The next course item will provide you with a completed exemplar to compare to your own work.

**Scenario**
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Review the scenario below. Then complete the step-by-step instructions.

You are a cybersecurity analyst working at a company that specializes in providing IT consultant services. Several customers contacted your company to report that they were not able to access the company website www.yummyrecipesforme.com, and saw the error “destination port unreachable” after waiting for the page to load.

You are tasked with analyzing the situation and determining which network protocol was affected during this incident. To start, you visit the website and you also receive the error “destination port unreachable.” Next, you load your network analyzer tool, tcpdump, and load the webpage again. This time, you receive a lot of packets in your network analyzer. The analyzer shows that when you send UDP packets and receive an ICMP response returned to your host, the results contain an error message: “udp port 53 unreachable.”

In the DNS and ICMP log, you find the following information:

1. In the first two lines of the log file, you see the initial outgoing request from your computer to the DNS server requesting the IP address of yummyrecipesforme.com. This request is sent in a UDP packet.
2. Next you find timestamps that indicate when the event happened. In the log, this is the first sequence of numbers displayed. For example: 13:24:32.192571. This displays the time 1:24 p.m., 32.192571 seconds.
3. The source and destination IP address is next. In the error log, this information is displayed as: 192.51.100.15.52444 > 203.0.113.2.domain. The IP address to the left of the greater than (>) symbol is the source address. In this example, the source is your computer’s IP address. The IP address to the right of the greater than (>) symbol is the destination IP address. In this case, it is the IP address for the DNS server: 203.0.113.2.domain
4. The second and third lines of the log show the response to your initial ICMP request packet. In this case, the ICMP 203.0.113.2 line is the start of the error message indicating that the ICMP packet was undeliverable to the port of the DNS server.
5. Next are the protocol and port number, which displays which protocol was used to handle communications and which port it was delivered to. In the error log, this appears as: udp port 53 unreachable. This means that the UDP protocol was used to request a domain name resolution using the address of the DNS server over port 53. Port 53, which aligns to the .domain extension in 203.0.113.2.domain, is a well-known port for DNS service. The word “unreachable” in the message indicates the message did not go through to the DNS server. Your browser was not able to obtain the IP address for yummyrecipesforme.com, which it needs to access the website because no service was listening on the receiving DNS port as indicated by the ICMP error message “udp port 53 unreachable.”
6. The remaining lines in the log indicate that ICMP packets were sent two more times, but the same delivery error was received both times.

Now that you have captured data packets using a network analyzer tool, it is your job to identify which network protocol and service were impacted by this incident. Then, you will need to write a follow-up report.

As an analyst, you can inspect network traffic and network data to determine what is causing network-related issues during cybersecurity incidents. Later in this course, you will demonstrate how to manage and resolve incidents. For now, you only need to analyze the situation.

This incident, in the meantime, is being handled by security engineers after you and other analysts have reported the issue to your direct supervisor.

**Step-By-Step Instructions**
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Follow the instructions and answer the question below to complete the activity. Then, go to the next course item to compare your work to a completed exemplar.

**Step 1: Access the template**

To use the template for this course item, click the link below and select *Use Template*.

Link to template:

* [Cybersecurity incident report template](https://docs.google.com/document/d/1hwjSRYalxGd-qyRIXWz8LBVuSAgEq0AHXOF_BB7DdrI/template/preview?usp=sharing)

OR

If you don’t have a Google account, you can download the template directly from the attachment below.

[Cybersecurity incident report network traffic analysis](https://d3c33hcgiwev3.cloudfront.net/okLEllcIR4-tyh1QmDYU2w_eb8194554dd94d7eb02886c4d84ec9f1_Cybersecurity-incident-report-network-traffic-analysis.docx?Expires=1691366400&Signature=gR0t0kwDqMOJMLzXW1ZnQngvOu0PkOzhlGrXcptFMMwbMzhXsxQOpAkFAtf-a6Oj8BDsWpbTRPZPh4-PfZm6YFio9HzQSaaKK-CXFI4r9Ff8RAb~JZXkYXlMxATC3Os04tWCz12x9RkCME5B4Z2z6t9~8V6m1NFo9Mw-tTA2UgY_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[DOCX File](https://d3c33hcgiwev3.cloudfront.net/okLEllcIR4-tyh1QmDYU2w_eb8194554dd94d7eb02886c4d84ec9f1_Cybersecurity-incident-report-network-traffic-analysis.docx?Expires=1691366400&Signature=gR0t0kwDqMOJMLzXW1ZnQngvOu0PkOzhlGrXcptFMMwbMzhXsxQOpAkFAtf-a6Oj8BDsWpbTRPZPh4-PfZm6YFio9HzQSaaKK-CXFI4r9Ff8RAb~JZXkYXlMxATC3Os04tWCz12x9RkCME5B4Z2z6t9~8V6m1NFo9Mw-tTA2UgY_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

Step 2

**Step 2: Access supporting materials**

The following supporting materials will help you complete this activity. Keep them open as you proceed to the next steps.

To use the supporting materials for this course item, click the following links and select *Use Template*.

Link to supporting materials:

* [DNS and ICMP log](https://docs.google.com/document/d/1xHqijdYZYv7_25dESR4PInJz4d2nmWKCtjUWRIJiiuw/template/preview?usp=sharing)
* [Example of a Cybersecurity Incident Report](https://docs.google.com/document/d/118uxoizhGhxShAUvxQLQaEOlC8GcZK271x6M1ulg1bM/template/preview?usp=sharing)

OR

If you don’t have a Google account, you can download the supporting materials directly from the attachment below.

[DNS & ICMP traffic log](https://d3c33hcgiwev3.cloudfront.net/qNlH6jjURJCzBP75BKO_5A_5243a494d44b40d8bbf4c951ffeb6bf1_DNS-ICMP-traffic-log.docx?Expires=1691366400&Signature=AQBSTrDdKni7zKh60CqKfdw30F2OhbWNAAS3hT4uXzUzNU3gKL3V8Ox4cFKda7eUmNRTljNNjdf6zJcH36l~BFJEsSLoHgSLAP5gjFSyW-vDZfOsp0mepPswV-QauESh4-tG116A45Xl5En~RSmSf424a~QND81sCaHhwbyihuE_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[DOCX File](https://d3c33hcgiwev3.cloudfront.net/qNlH6jjURJCzBP75BKO_5A_5243a494d44b40d8bbf4c951ffeb6bf1_DNS-ICMP-traffic-log.docx?Expires=1691366400&Signature=AQBSTrDdKni7zKh60CqKfdw30F2OhbWNAAS3hT4uXzUzNU3gKL3V8Ox4cFKda7eUmNRTljNNjdf6zJcH36l~BFJEsSLoHgSLAP5gjFSyW-vDZfOsp0mepPswV-QauESh4-tG116A45Xl5En~RSmSf424a~QND81sCaHhwbyihuE_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[Example of a Cybersecurity Incident Report](https://d3c33hcgiwev3.cloudfront.net/qGiy_OnSTAuCV0Svu6nIqQ_44187e1f0866426b90a8635145e98ff1_Example-of-a-Cybersecurity-Incident-Report.docx?Expires=1691366400&Signature=DT47g7cZRHv0B~NzuAJNjSWB-bOX~DCkIpmdL3ACPzequSILlGQO~FIHfjK3XjFMrNap7eXQP8pxWgEMmdJosWgVtkb7MNsb765PtOvUuNg98kFF9xYMKv3pM7OCptTlCakSgbyyQk6WLdEOnFF5jNlf45d8i-E8Nkhc5feNmXg_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[DOCX File](https://d3c33hcgiwev3.cloudfront.net/qGiy_OnSTAuCV0Svu6nIqQ_44187e1f0866426b90a8635145e98ff1_Example-of-a-Cybersecurity-Incident-Report.docx?Expires=1691366400&Signature=DT47g7cZRHv0B~NzuAJNjSWB-bOX~DCkIpmdL3ACPzequSILlGQO~FIHfjK3XjFMrNap7eXQP8pxWgEMmdJosWgVtkb7MNsb765PtOvUuNg98kFF9xYMKv3pM7OCptTlCakSgbyyQk6WLdEOnFF5jNlf45d8i-E8Nkhc5feNmXg_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

Steps 3 and 4

**Step 3: Provide a summary of the problem found in the DNS and ICMP traffic log**

The network traffic analyzer tool inspects all IP packets traveling through the network interfaces of the machine it runs on. Network packets are recorded into a file. After analyzing the data presented to you from the DNS and ICMP traffic log, identify trends in the data. Assess which protocol is producing the error message when resolving the URL with the DNS server for the yummyrecipesforme.com website. Recall that one of the ports that is displayed repeatedly is port 53, commonly used for DNS. In your analysis:

* Include a brief summary of the DNS and ICMP log analysis and identify which protocol was used for the ICMP traffic.
* Provide a few details about what was indicated in the logs.
* Interpret the issues found in the logs.

Record your responses in part one of the cybersecurity incident report.

**Step 4: Explain your analysis of the data and provide one solution to implement**

Now that you’ve inspected the traffic log and identified trends in the traffic, describe why the error messages appeared on the log. Use your answer in the previous step and the scenario to identify the reason behind the ICMP error messages. The error messages indicate that there is an issue with a specific port. What do the different protocols involved in the log reveal about the incident? In your response:

* State when the problem was first reported.
* Provide the scenario, events, and symptoms identified when the event was first reported.
* Describe the information discovered while investigating the issue up to this point.
* Explain the current status of the issue.
* Provide the suspected root cause of the problem.
* List the next steps needed to troubleshoot and resolve the issue.

Record your responses in part two of the cybersecurity incident report.

**Pro tip: Save the template**

Finally, be sure to save a blank copy of the template you used to complete this activity. You can use it for further practice or in your professional projects. These templates will help you work through your thought processes and demonstrate your experience to potential employers.

**What to Include in Your Response**

Be sure to address the following items in your completed activity:

* Provide a summary of the problem found in the DNS and ICMP traffic log
* Explain your analysis of the data and provide one solution to implement